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Introduction

This PHIA Policy Manual and Forms is a companion document to the “Practical Guide to Complying with the Personal Health Information Act (PHIA).”  Section 1 consists of a collection of PHIA policy templates that can be customized by practices to comply with the requirements of PHIA. 
Section 2 contains a number of forms that can be used by practices or their patients to support specific PHIA requirements, such as: 
· Requesting access to or correction of personal health information (from patient to provider);

· Responding  to requests from patients for access or correction (from provider to patient);
· Lodging a complaint (from patient to provider);

· Notifying the Review Officer or patients of a privacy or security breach (from provider to Review Officer and/or patient); and 

· Meet other duties of custodians under PHIA.
The Department of Health and Wellness provides a PHIA Toolkit on its website, which can be found at http://novascotia.ca/dhw/phia/documents/PHIA-complete-toolkit.pdf. The DHW’s PHIA Toolkit is the source of the majority of the information in the PHIA Policy Manual and Forms. 
Disclaimer

 This PHIA Policy Manual and Forms and its accompanying “Practical Guide to Complying with PHIA” are intended to provide general information, commentary, templates and resources for individuals and organizations designated as “custodians” and “agents” under the Personal Health Information Act. 
These are not intended to provide advice or to replace the advice that a custodian or agent would normally seek on legal or regulatory matters. 
These documents should be used in conjunction with the official text of the Personal Health Information Act and its regulations. If there is any discrepancy between references in these documents and the official text of the Personal Health Information Act and its regulations, the official text should be considered the authoritative document.   
Section 1. Templates
This section contains policy templates and other kinds of templates (notice, breach letter) that must be customized by each practice to reflect their individual information-related practices.
a. Notice of Purposes Template 
Description: The purpose of this template is to provide patients with information about how the practice protects the personal health information of its patients. Custodians are required to make a Notice of Purposes readily available to patients. This can be in the form of a poster, brochure, a website notice or some combination of these. The name and contact information of the PHIA Contact Person for the practice must be completed.
Template:

WHAT IS THE PERSONAL HEALTH INFORMATION ACT?

The Personal Health Information Act or PHIA is a new provincial law. It aims to balance your right to have your personal health information protected with the need of health professionals to use your information to provide you with proper care and treatment.

WHAT IS PERSONAL HEALTH INFORMATION?

Personal health information is information about you that is related to your health or health care. It may include: 

· your name;

· address;

· date of birth;

· health history;

· provincial health card number;

· other information about tests, procedures and care you received

As your doctor, I collect personal health information directly from you or the person acting on your behalf. Sometimes, I ask other health professionals or health care organizations involved in your health care for your personal health information to help me provide you care. I may collect personal health information from other sources, if I have your permission to do so, or if the law allows me to do so even without your permission.   Personal health information may be collected and stored in different ways, including electronic files, on paper charts, and images like x-rays. I collect personal health information as needed to treat you and assist with your health care.

 WHO CAN SEE OR USE YOUR PERSONAL HEALTH INFORMATION?

• individuals involved in your care and treatment, including students, on a need to know basis

• individuals who need the information to get payment for your health care

• anyone who can legally act on your behalf
• specified organizations who have a legal right to see the information in certain situations

HOW DOES PHIA PROTECT YOUR PERSONAL HEALTH INFORMATION?

As your doctor, I have policies and practices to protect your personal health information. I will:

• properly collect, use, share, keep and destroy your personal health information following the rules in PHIA

• have a privacy contact person who can answer your questions about our handling of your personal health information

• have policies to protect the privacy and security of your personal health information on paper, in electronic form, or unrecorded

• have a complaints policy for you to use if you believe that we are not following the rules in PHIA

• properly respond if the privacy of your personal health information has been breached. This may include telling you or the Privacy Review Officer.

WHAT ARE YOUR RIGHTS UNDER PHIA?

• to ask for copies of your personal health information (fees may apply)

• to ask for changes to your personal health information if the facts were not recorded correctly

• to ask for information on who has looked at your personal health information held in electronic form

• to ask that some or all of your personal health information not be collected by, used by, or shared with specific people or organizations involved in your care

• to ask for a review by the Privacy Review Officer responsible for PHIA if you do not think the result of your complaint, access request, or correction request properly followed the rules in PHIA.

WHO DO I CONTACT FOR MORE INFORMATION?

This is a summary of your rights and our responsibilities under PHIA. There are specific exceptions to these rights and responsibilities.

If you need more information, please ask our PHIA contact person:  
Name(s)

Contact Information2
b. Retention Schedule
Description: The purpose of the retention schedule is to document the guidelines, authority, retention period, retention mode and disposition date for records containing personal health information. The Guidelines for Retention for physicians are found in the College of Physicians and Surgeons of Nova Scotia “Guidelines for Medical Record Keeping, 2008

Template:

	Original Documents
	Guidelines for Retention
	Authority for Disposal
	Retention Period


	Retention Mode 


	Disposition
 Date

	Patient medical records


	College of Physicians and Surgeons of Nova Scotia  - “Guidelines for Medical Record-Keeping, 2008”

Section 8.1 Retaining Medical Records 
	Indicate the position in the custodian organization responsible for authorizing disposal
	For adult patients, records should be retained for a minimum of ten years from the date of the last entry in the record. For patients who are children, physicians should keep the record until ten years after the day on which the patient reached or would have reached the age of 19 years (the age of majority in Nova 

Scotia). 
	Indicate the format in which the record will be held (e.g. paper, electronic, film). 
	At the end of the minimum retention period for each record and as per CPSNS “Guidelines for Medical Records 2008,” Section 8.5 Destroying Medical Records


c. Written Privacy Statement Template

Description:  PHIA requires custodians to prepare a written privacy statement that summarizes the custodian’s privacy policy. The purpose is to provide patients with information about:

· How personal health information is collected, used, and disclosed;
· Patients’ rights to limit or revoke consent;
· How to request access or correction of a record;
· Notification of privacy breaches;
· How to make a complaint; and
· How to appeal to the Review Officer.
Complete template by adding contact person’s name and their contact information in area indicated at end of last page. Other modifications can be made to document to better reflect your individual practice, if you wish. 

To print as brochure: 

Print pages 2-3, and select  

2-Sided print, Flip on Short Edge 
The Personal Health Information Act (PHIA) came into force in June 2013. 

This new provincial health information privacy and access legislation is intended to ensure that personal health information management rules in the health sector are clear, consistent and relevant to all records of personal health information, including the electronic health information systems being implemented in Nova Scotia.

PHIA balances your right to have your privacy protected with the need of the health sector – including our organization – to collect, use and disclose it to provide appropriate care and service to you.

As a “custodian” of personal health information under PHIA, we have an obligation to protect the privacy of the information we collect, use and disclose about you. This brochure is a summary of the purposes for our management of your personal health information.

What is “personal health information”?

Personal health information is identifying information about you, and includes demographic information (name, address, date of birth), your health card number, information related to your physical and mental health care, and financial information related to your application and eligibility for health care services. Personal health information can be recorded and unrecorded, and continues to be protected after you are deceased.

Why do you collect my personal health information?

We collect it for several purposes:

· to inform our decisions related to appropriate health care for you

· to disclose to other providers involved in your health care

· to ensure that all custodians receive appropriate payment for delivering care (e.g. services that are insured for you through the Department of Health and Wellness)

· to conduct research approved under PHIA
· to plan and manage health care services for you and others in Nova Scotia

· for other purposes required or permitted by law

When do you disclose my personal health information to others?

 The personal health information we collect from you is used within our organization to provide appropriate care to you. Anyone in our organization who is required to review your personal health information would have access to it.

We may disclose it to health professionals outside of our organization if they are in the “circle of care” for your illness or injury. This information would enable them to provide appropriate care to you.

Do I need to consent to this disclosure?

This disclosure is carried out under the principle of “knowledgeable implied consent”. This means that we have to provide you sufficient information about the purposes for collecting, using and disclosing your personal health information, and about your right to give or withhold consent. In addition to the information contained in this brochure, you may ask for additional information about the management of your personal health information.

If you continue to seek our services, we can assume your consent to our use and disclosure of your personal health information for your health care.

Can I decide who can and can’t have access to my personal health information?

You have the right to request that your personal health information not be used or disclosed by a specific health professional or organization. We are required to:

· take reasonable steps to comply with your request

· advise you of any consequences of your request (e.g. one of your health professionals may not be confident that they have sufficient information to provide care to you)

· advise anyone to whom your personal health information is disclosed that the information is not complete

· advise you that we cannot comply with your  request where the information is required by law to collect, use or disclose

How do I request that my personal health information not be used or disclosed?

A form is available from our PHIA/Privacy contact person. 

Can I request a copy of my personal health information?

Yes –you have the right to request a copy of your personal health information, or request an opportunity to view your personal health information. There are limited exceptions to what you cannot access, including information what was collected during an investigation or information that includes the personal information of another person.

We are permitted to charge you a prescribed fee for providing you with a copy of your record or an opportunity to view your record. We can provide you with the fee schedule.

Can I request that something in my personal health information be corrected?

Yes – you may make the request to our PHIA/privacy contact person. There are limited exceptions to your right to a correction of your record, including when the information you request to be corrected is part of a professional opinion of a health practitioner. 

What happens if you lose my personal health information or someone who isn’t authorized to see it gains access to it?
If your personal health information is breached and we believe that this breach may cause you harm or embarrassment, we are required to notify you of the breach. If we don’t notify you, we are required to notify the Review Officer for PHIA.
Can I make a complaint if I think you have not followed the rules in PHIA?

Yes – our organization has a PHIA complaints process. Our PHIA/privacy contact person can provide you with the necessary information and form.

What if I am not happy with the way your organization has handled my complaint?

You may request a review under PHIA. The Review Officer for PHIA can be reached at: 

Review Officer

Personal Health Information Act

P.O. Box 181

Halifax, Nova Scotia B3J 2M4


            

Phone:

902-424-4684 
Toll-free:
1-866-243-1564 
Fax: 

902-424-8303
Who do I contact for more information?

You can reach our PHIA/Privacy Contact person at:  [custodian’s contact person information]. 

d. Privacy Policy Template
Description: The Privacy Policy Template may be customized by physicians to provide additional information to patients and practice staff about their privacy practices and to assist with training their staff and agents on appropriate privacy measures for protecting personal health information.
Template:
Privacy Policy 
This Privacy Policy is based on the Personal Health Information Act (PHIA) and fundamental privacy principles.  Custodians of personal health information (such as physicians and other regulated health professionals) and their agents are responsible for complying with PHIA.

Principle 1: Accountability

We are responsible for the personal health information in our custody or under our control. We have identified a Privacy Contact, who is responsible for the practice’s compliance with PHIA. The key functions of the Privacy Contact include developing and implementing policies and procedures to protect personal health information, training employees and agents about privacy practices, and responding to inquiries, complaints and breaches related to personal health information and privacy.

Principle 2: Identifying Purposes

Before we collect personal health information, we advise patients why we are collecting it and the purposes for which it will be used. This information is available to patients through [posters, handouts, brochures, privacy statement on website…]. Our staff is knowledgeable about the purposes for collecting, using and disclosing personal health information and can provide this information to patients who have difficulties reading or accessing the information. We use personal health information for the following purposes: [providing our patients with health care and supporting health care; research approved by a Research Ethics Board; billing for health care services; improving the quality of our programs and services; training staff; include any other purposes…].
Principle 3: Consent

PHIA provides that personal health information should not be collected, used or disclosed without the knowledgeable implied consent of the individual whose information it is, subject to limited exceptions (e.g., disease reporting required by law, imminent and significant danger to others).  Consent may be implied or expressed by the patient verbally or in writing. 

Knowledgeable implied consent is the form of consent required by PHIA for sharing of personal health information within a patient’s circle of care (i.e., healthcare providers involved in a patient’s episode of care). Implied consent is knowledgeable if it is reasonable to believe that patients know the purpose for the collection, use and disclosure and that they may give or withhold consent.

Under PHIA patients have the right to limit or revoke consent for the collection, use and disclosure of their personal health information, subject to limited exceptions. To limit or revoke consent, patients must make this request to their physician. [Healthcare practice] will take reasonable steps to comply with a patient’s request to limit or revoke the collection, use, and disclosure of their personal health information. Where PHIA provides the authority for patients to limit or revoke the collection, use and disclosure of their personal health information, [Healthcare practice] will respond to a patient’s request to the best of our ability.

 Your physician will discuss any significant consequences that may result as a result of the request. This may include staff being unable to check whether your test results or specialist reports are available, essential information not being available in a timely manner or having to wait until your primary physician is available if another health care provider refuses to provide you with care because of a lack of information. If your physician does not have consent to disclose all your personal health information that is reasonably necessary for the purpose to another health care provider, he or she is required to notify the other healthcare provider of that fact.

Principle 4: Limiting Collection

We limit the collection of personal health information to the minimum amount of information necessary to achieve the purposes we identified to our patients. We only collect personal health information through fair and lawful means.

Principle 5: Limiting Use, Disclosure and Retention

We use and disclose personal health information only for the purposes we have identified to our patients. If there is a need to use or disclose personal health information for a new purpose, we will ask for a new consent from our patients. 

We will only disclose personal health information to a person outside Nova Scotia if the patient consents, PHIA permits the disclosure, to meet the requirements of another jurisdiction’s prescription monitoring program, for planning and management of the health system or health administration if certain conditions are met, or when the disclosure is needed for providing the patient with health care and the patient has not expressly forbidden the disclosure.

We document any disclosures of personal health information that occur without consent, including a description or copy of the information, the name of the person or organization to which it was disclosed, and the date and authority for the disclosure.

We retain personal health information in accordance with our retention and destruction schedule and the Guidelines of the College of Physicians and Surgeons of Nova Scotia. We securely dispose of personal health information, in keeping with our retention and destruction schedule.

Principle 6: Accuracy

We keep patients’ personal health information as accurate, up-to-date and complete as is necessary to meet the purposes we have identified to our patients.

Principle 7: Safeguards

We have put reasonable safeguards in place to protect the personal health information of our patients against theft or loss of the information, and unauthorized access to or use, disclosure, copying or modification of the information. The safeguards include a combination of policies, practices, and technologies to protect personal health information, regardless of the form in which it is stored (e.g., paper or electronic). [For practices with EMRs or other electronic information systems: We keep a record of any security breaches of our electronic health information system, including details of all corrective measures taken to reduce the likelihood of future breaches.]
Principle 8: Openness

We inform our patients about the personal health information we collect, the purposes for which it is used or disclosed, and to whom, and the process for a patient to access their own information. We do this through [posters, handouts, brochures, website information].

Principle 9: Individual Access

Patients have the right to access their own personal health information held by our practice, subject to certain exceptions in PHIA. Patients can access their records to make sure the information is accurate or complete and can request a correction. PHIA provides a fee schedule that we use to charge for this access. [For practices with EMRs or other electronic information systems: Patients can also request a record of user activity to find out who has accessed their information held in an electronic information system. There is no fee for this service.]

Principle 10: Challenging Compliance

Patients have the right to challenge whether we have met the requirements of our information policies and PHIA. We have a complaints policy that sets out the steps to do this. If patients are not satisfied with the response from our practice, they can also make a complaint to the Review Officer or the College of Physicians and Surgeons of Nova Scotia. For more details, please see our complaint policy.

e. Safeguards Policy Template
Description: The purpose of the safeguards policy is to provide patients and practice staff with information about how personal health information in the custodian’s custody or control is protected from theft or loss, unauthorized access to or use, disclosure, copying or modification of the information.
Template:
[Healthcare practice] uses a combination of policies, practices and technical or physical safeguards to protect the privacy and security of your personal health information.
Policy and Practice Safeguards
In addition to the privacy policy, retention schedule and complaint policy, [Healthcare practice] has the following policy and practice safeguards in place:

1. Written Agreements

[Healthcare practice] has written agreements with third parties who have access to or are using personal health information on behalf of the practice. The agreements include provisions to protect the privacy and confidentiality of personal health information and ensure the responsibilities of the parties for safeguarding the information are clear. Third parties may include:

· Companies or individuals that process, store, archive, transcribe or destroy personal health information on our behalf;
· Companies or individuals who may view personal health information in the course of providing information technology support or services;
· Companies or individuals who may accidentally view personal health information in the practice office, including the landlord, security and cleaning companies; and

· Researchers who may receive personal health information for research ethics board-approved research.

[Healthcare practice] requires its users of Electronic Medical Records or other computer systems containing personal health information to sign a Conditions of Use or Acceptable Use Agreement before being provided with access to the system.

2. Policy on Managing a Breach 

[Healthcare practice] has established a policy to identify and respond to breaches or suspected breaches of the privacy or security of personal health information. The Privacy Contact will coordinate the response to a breach.

Step 1 – Identify and Contain the Breach. Any physician, employee or agent who becomes aware of a suspected breach will take action to stop or contain an ongoing breach and shall notify the Privacy Contact immediately. The Privacy Contact will work with the physicians to retrieve copies of personal health information from unauthorized individuals or receive notification that the information has been destroyed.

Step 2 – Investigate the Breach. The Privacy Contact will coordinate the investigation of the circumstances of the breach, including:

· Engaging necessary expertise, other physicians within [Healthcare practice], or other custodians who are also accountable for the information and determine if there was a breach;

· Upon establishing that a breach occurred, determine if there are any gaps in policy, business practice and technical or physical safeguards that played a role in the breach;
· Identify any individuals who had unauthorized access to the personal health information;

· Document the breach using the Review Officer breach reporting form in this manual, if it is determined that patients will not be notified.

· Contact the police if the breach is a result of possible criminal activity.

· If appropriate, contact legal counsel or insurers.

Step 3 – Notify Patients. The Privacy Contact will assist physicians with notifying patients about the breach, if the physician believes on a reasonable basis that the information was stolen, lost or subject to unauthorized access, use, disclosure, copying or modification; and as a result, there is potential for harm or embarrassment to the patient(s). Patients may be notified by phone, mail or in person, as appropriate.

Step 4 – Prevent Future Breaches. After completing the investigation, the Privacy Contact should implement any recommendations for changes to policy, practices, or technical and physical safeguards to reduce the risk of a breach occurring again. If a regulated health professional was involved in the breach, the appropriate regulatory body should be notified. If a third party was involved in the breach, the third party agreement should be reviewed. [Health care practice] will cooperate fully in any investigation by the Review Officer into a breach of the privacy of personal health information.

3. Practices to Safeguard Personal Health Information

Paper Charts
[Healthcare practice] has implemented the following practices to protect personal health information in paper charts [include practices relevant to your clinic]:
a. Patient charts shall be kept securely to prevent access or viewing by unauthorized individuals.

b. Charts removed from storage will be tracked by inserting a record in the chart’s location that identified who has the record.

c. Charts no longer being used shall be returned to file storage as soon as possible.

d. Charts shall be stored in a locked area when the clinic is closed.

e. All charts and records shall be clearly labelled.

f. Charts that are removed from the clinic shall be recorded in a tracking system, including who removed the chart, the date and the purpose.

g. Staff shall confirm that charts transferred to another clinic arrived at their destination.

h. Staff must ensure that charts and other personal health information are not left unattended at fax machines or photocopiers. 

Electronic Medical Records and other Electronic Information Systems
[Healthcare practice] has technical safeguards in place to protect the privacy and security of personal health information held in electronic information systems, including EMRs. These safeguards include [include those relevant to your practice]:
a. All personal health information on portable devices in encrypted. Files containing personal health information in desktop computers are encrypted.

b. All computers are protected with passwords. Every user has a unique username and password that is not shared with anyone else.

c. Users are required to log off their session or lock the computer screen upon leaving a workstation.

d. Personal health information in electronic systems is protected by the use of firewalls, anti-virus software, and anti-malware software.

e. Software is kept up to-date and patches are applied as required.

f. Users connecting to the EMR server remotely use a Virtual Private Network (VPN).

g. User accounts are created and deleted promptly when a user requires access or access is terminated.

h. Users are provided with access based on their need to know information to perform their job duties.

i. User access is logged in a file on the electronic information system and audited. A record of user activity can be produced of a user’s access to a patient’s personal health information, in accordance with the requirements of PHIA and its regulations.

j. Electronic information systems containing personal health information are backed up regularly and stored securely off-site in an encrypted format. In case of a problem with a hard drive or server, the back-up information will be obtained and transferred to an operating hard drive or server.

Physical Safeguards
[Healthcare practice] has physical safeguards in place to protect the privacy and security of personal health information. These safeguards include [include those relevant to your practice]:

a. Access to the clinic building after hours is restricted to authorized personnel with [keys/swipe card].

b. An alarm system is in place.

c. Computer monitors, faxes, and photocopiers are located where unauthorized individuals cannot view any personal health information.

d. Charts and other personal health information are kept in a locked area or locked cabinets.

e. Portable devices, such as laptops, external hard drives, memory sticks, and CDs are stored in a secure location within the clinic. When these devices are removed from the clinic, they are not left unattended in meeting rooms, offices, vehicles, hospitals or other locations.
f. Breach Letter Template to Patients
Description: The purpose of the breach letter is to inform patients when there has been a breach of their personal health information. The letter template must be customized to reflect the individual circumstances of each breach. If the patients are not notified, the custodian is required to notify the provincial Review Officer, and may use the form provided in section 2.a. of this document.
PHIA requires a physician who is a custodian to notify patients at the first reasonable opportunity of a breach of their personal health information, if the custodian reasonably believes that:

· The information was stolen, lost or subject to unauthorized access, use, disclosure copying or modification; and 

· As a result of the breach, there is potential for harm or embarrassment to the patient(s).

The letter should include the following, at a minimum:

· A brief description of what happened, including the date of the breach and the date of the discovery of the breach, if known;
· A description of the types of personal health information that were involved in the breach (e.g., name, date of birth, home address, account number, diagnosis, health card number, etc.);

· A brief description of what the custodian is doing to investigate the breach, to mitigate harm to individuals, and to protect against further breaches; 

· Any steps the individual should take to protect themselves from potential harm resulting from the breach; and
· Contact information for patients to ask questions or learn additional information. 

If appropriate, the following information may be included:
· Recommendations that the individual monitor financial or other accounts;
· Information about steps the custodian is taking to retrieve the breached information, such as filing a police report (if a suspected theft of personal health information occurred); and

· Information about steps the custodian is taking to improve security to prevent future similar breaches.
Template:
[Clinic or custodian’s name and address]

[Date] 

[Patient Name and Address] 

Dear [Patient Name]: 

We are writing to you to because of an incident at [name of organization or clinic] on [date or approximate date].  The incident involving personal health information was [describe the type of breach and the circumstances].
The information includes: [list the types of information involved: For example, part/complete medical records dated between (state date range), full name, Health Card Number, date of birth, home address, account number, diagnosis, types of treatment information, include other information types].
The breach did not involve any [financial, credit card, or social insurance number] information.

[Name of responsible healthcare organization has taken OR will soon take] these steps to protect the personal health information in our care from further harm or similar circumstances: [Choose from or customize these examples or add your own]: 

· Initiated a security investigation;

· Filed a police report on [date];

· Address operational or technology updates or changes triggered by the incident to improve confidentiality, such as strengthening technology safeguards or administrative policies and/procedures.

As a precaution, you should verify and monitor your personal transaction statements from governments, financial institutions, businesses and any other institutions to detect any unusual activity.  If any suspicious activities are detected, you are advised to contact those organizations immediately. 

[Name of custodian or responsible healthcare organization] sincerely apologizes for the inconvenience and concern this incident causes you. Your information privacy is very important to us and we will continue to do everything we can to correct this situation and prevent it from happening again. 

You may contact us with questions and concerns in the following ways:

· By calling our Privacy Contact at [phone number]; 

· Sending an e-mail message to [xxxx@xxxx.org]; or

· Addressing a letter to our mailing address at [address]. 

Sincerely, 

[Name and title of an individual with knowledge of the incident]

g. Complaints Policy Template
Description: The complaints policy provides patients with information on how to make a complaint to the custodian. The complaints policy also notifies patients that they can request a review by the Review Officer of the custodian’s response to their complaint. The template must be customized to reflect the complaints process relevant to each practice.

 Individuals may complain about any aspect of a custodian’s conduct relating to PHIA, including:

· Consent;

· Substitute decision-maker;

· Collection, use and disclosure;

· Retention, destruction, disposal and de-identification;

· Research; 

· Practices to protect personal health information; and

· Reporting of a privacy breach.

The Review Officer has authority to investigate or review the way a custodian has handled a complaint. The courts can levy penalties for individuals or corporations found guilty of an offence under PHIA, including fines of up to $10,000 for an individual or $50,000 for a corporation. 
Template:
The [Name of custodian or responsible healthcare organization] contact person for PHIA receives and processes complaints from patients relating to access and corrections to and privacy of their personal health information.

Contact’s Name


______________________________________________

Contact’s Phone / Fax/ Email
______________________________________________

Complaints must be made in writing using the form provided. Please provide as much relevant information as possible, including: 
a) Names of all individuals in [Name of custodian or responsible healthcare organization]  who may have information related to the complaint; 

b) All dates relevant to the complaint; 

c) Copies of all documents or materials relevant to the complaint, including any previous correspondence between the individual and [Name of custodian or responsible healthcare organization], and any background materials relevant to the complaint; 

d) Any attempts made to resolve the complaint; 

e) Any harm or embarrassment caused as a result of the actions of [Name of custodian or responsible healthcare organization]; and 

f) The outcome sought from [Name of custodian or responsible healthcare organization] in relation to the complaint. 

Informal Complaint Process

After receiving a written complaint [Name of custodian or responsible healthcare organization] may ask to speak to the individual to understand, discuss and resolve the issue informally. The [Name of custodian or responsible healthcare organization] may also meet with office staff for additional information related to the complaint.

Documentation of an informal resolution will include:

· Date of discussion or meeting with the individual;

· Who participated in the discussion;

· Outcomes of the discussion; and

· Signatures of those involved to indicate acceptance of the resolution.

A documented informal resolution represents the completion of [Name of custodian or responsible healthcare organization]’s internal complaint process.

Formal Complaint Process

To fully understand the background and causes of a complaint, [Name of custodian or responsible healthcare organization] must be able to discuss the complaint with anyone who can provide information relevant to the complaint. 

The individual will be told if [Name of custodian or responsible healthcare organization] intends to consult with others, and they will be asked for written consent. Where possible, the following information will be provided: 

· The name and title of the person(s) who will be consulted; 

· The information about the complaint that [Name of custodian or responsible healthcare organization] will provide to the person(s); and 

· Why the person is being consulted. 

Only information relevant to the complaint will be discussed and documented at this meeting(s). Any concerns about specific information being discussed, or [Name of custodian or responsible healthcare organization] having discussions with specific person(s), should be discussed with, and documented by [Name of custodian or responsible healthcare organization].  

If alternate sources of information are available they will be sought. However, if all relevant information is not available to [Name of custodian or responsible healthcare organization], a full investigation may not be possible.

Information related to a complaint is kept as a separate record 

To ensure that an individual’s complaint does not negatively impact their care by [Name of custodian or responsible healthcare organization], all documents related to the complaint are kept in a record separate from the individual’s personal health information record.

Resolutions

The [Name of custodian or responsible healthcare organization] will notify the individual of a formal resolution by letter /phone / email. If the individual is not satisfied with the resolution of the internal complaint process, he or she has the right to initiate a review with the provincial Review Officer. All discussions related to this direction should be documented by [Name of custodian or responsible healthcare organization].
Timelines 

After receiving a written complaint [Name of custodian or responsible healthcare organization]   will investigate, decide on and respond to the complaint within 60 days. If an extended time is needed to investigate, the complainant/patient will receive a written notice of the additional 30 day extension.  This notice will be delivered before the end of the initial 60 days.
A longer time extension is possible:

· if the investigation interferes unreasonably with the activities of[Name of custodian or responsible healthcare organization] , or

· if the time needed to make the consultations to reply to the request would not be reasonable within the 30 day extension.

After receiving [Name of custodian or responsible healthcare organization]’s response, the complainant/patient/client may ask for clarification or any follow up within 30/60 days.
Section 2. Forms to be Completed by Custodian
This section contains forms that should be completed by a custodian for a variety of purposes under PHIA, including:

· Reporting a privacy breach to the Review Officer;

· Notifying the Review Officer of research;

· Responding to requests for access to or correction of records;

· Providing a fee estimate for access to records.
a. Breach Reporting Form for Review Officer
Description: The purpose of the breach reporting form is to notify the Review Officer of a breach of the privacy of personal health information held by the custodian. The form is filled out when the custodian determines that patients will not be notified.

Form:
Personal Health Information Act

Personal Health Information Breach Reporting Form

NOTE

This template outlines the key information which should be documented during the process of reporting, containment, investigation, and notification of a breach of personal health information. Based on their breach policy, each custodian will have a different requirement for who is responsible for each stage of the process, and who is responsible for signing the form. Multiple forms may be used to separate information from each stage of the process.

This form is to be used to document the theft, loss or unauthorized access, use, disclosure, copying or modification of an individual’s personal health information.

Please complete this document and provide the completed and signed document to [Contact Person, Name of Custodian].

Note: When completing this form, include the minimum amount of personal health information necessary to adequately explain the breach. Do not include specific details - describe the type of information that was allegedly breached (e.g. “the individual’s diagnosis was included in the information”).

Reporting


Date and time of breach


Date and time of breach was reported


Name and position of person who reported the breach



Details of breach (include name(s) and contact information for all individuals whose information was allegedly breached)


If known, name and position of person(s) responsible for the breach


Containing the Breach

Describe the steps taken to contain the breach. This may include recovering copies of information in all media and removing access privileges to persons allegedly involved in the breach. Include the names and positions of all persons involved in containing the breach. Attach all relevant documents.



Investigation of the breach

Outline all information related to the investigation of the breach. Attach all relevant documents. 



Determination of whether notification is required

Will notification be made to the individual(s)? 

· Yes



· No

If “yes”, outline how the notification will be made (e.g. phone call, letter), and by whom. Attach all relevant documents.


Notification – Individual 

Include all relevant information including date and time of notification to the individual, and detailed notes of all discussions. Attach all relevant documents.


Follow-up

Outline any follow-up requested by the individual(s), or committed to by the person notifying the individual(s).



Determination of whether notification is required

If “no”, outline the rationale for not notifying the individual. Include information on who participated in the decision. Attach all relevant documents.



Notification – Review Officer

If the decision has been made not to notify the individual, section 70(2) of the Personal Health Information Act requires that the custodian notify the Review Officer as soon as possible. Attach a copy of the notification to the Review Officer.

Signatures

Note: Signatures may be required from the individual who reported the breach, his/her supervisor, the individual responsible for investigating the breach, and/or the Contact Person. 

Include the dates the document was signed by each person.

Notes from Contact Person

Include any additional relevant information (e.g. details of any complaint lodged by the individuals, a request from the individual or the custodian to the Review Officer to investigate).




b. Review Office Notification Form for Research
Description: This form is completed to notify the Review Officer when a custodian has approved a research plan that includes the use or disclosure of personal health information without the consent of the research subjects.

Form:
NOTIFICATION TO REVIEW OFFICER

Research – Personal Health Information Act section 57(d)

(Date)

Review Officer

Personal Health Information Act 

P.O. Box 181 
Halifax, NS
B3J 2M4

Dear [name of Review Officer]:
Please accept this letter as notification that [name of custodian] has approved the attached research plan from [name of researcher].  

The [name of researcher] has met the requirements of the Personal Health Information Act to the satisfaction of [name of custodian] which includes use or disclosure of personal health information without consent of the subject individuals. 
Yours truly,

(signature)

Custodian

c. Fee Estimate for Access
Description: A custodian must complete this form to provide a patient with an estimate of the fees required to access his or her own personal health information in the custodian’s custody or control.

Form:
Personal Health Information Act

ESTIMATE OF FEES – ACCESS TO PERSONAL HEALTH INFORMATION
[Date]

This form is used to state the estimate of fees payable under section 82 of the Personal Health Information Act (PHIA) for access to your personal health information. Please note that this is an estimate only. The actual fees may be lower or higher, but will not exceed the amount prescribed in the Personal Health Information Act Regulation.  Please direct any questions about this fee estimate to the contact listed below.

The estimate of fees for access to your record is:

General Fee (maximum $30.00)


______________


Specific fees (see attached for detail)

______________

Direct costs




______________

HST





______________

Total estimate of fees



______________

Please acknowledge your acceptance of the above estimate by signing below and returning the original of this form to our office. In order to process your request for access, we require [      ] of the above fees.

I, ______________________________ (print name) accept the fee estimate as stated on this form. I understand that the actual fee may be higher, but will not exceed the amount prescribed in the Personal Health Information Act Regulations. 

______________________


_______________

Signature 




Date

Please deliver or mail your original form to:

Name of contact person

Name of custodian

Address of custodian

Phone:
 902-XXX-XXXX

Fax: 
 902-XXX-XXXX

You have the right to request a review of this fee estimate decision by the Review Officer appointed pursuant to PHIA. The review must be filed with the Review Officer in writing within 60 days of the date of this letter. The Request for Review form is attached. The form should be sent to:

Review Officer

Personal Health Information Act

P.O. Box 181

Halifax, Nova Scotia, B3J 2M4


            

Phone:


902-424-4684 
Toll-free:

1-866-243-1564 
Fax: 


902-424-8303

Detail of Fee Estimate

1. General fee

The activities charged under the General Fee include:

· receiving and clarifying the request;

· locating and retrieving the record (including records held electronically);

· providing an estimate of the access fee to the requester;

· review of the record for not more than 15 minutes by a health information custodian or an agent of the custodian to determine if the record contains personal health information to which access may be refused under PHIA s. 72(1);

· severing of the record where access may be refused under PHIA s. 72(1);

· preparation of the record for photocopying, printing or electronic transmission for not more than 30 minutes;

· preparation of a response letter to the requester;

· supervising an individual’s examination of original records for not more than 30 minutes; and

· the cost of mailing a record by regular mail to an address in Canada.

2. Specific Fees

In accordance with the Personal Health Information Act Regulation, additional specific fees may be charged in addition to the general fee, and any direct costs (see below). For your request, the additional specific fees are:

· Photocopies (@ $.20/page)

· preparation of the record

· faxing a record

Making a:

· CD of the record;

· microfiche copy of microfiche;

· paper copy of microfiche;

· copy of audio cassette;

· copy of video cassette;

· producing a copy of medical film

· printing a photograph

· review for severing (over 15 minutes)

· supervision of your examination of your record (over 30 minutes)

3. Direct fees

In accordance with the Personal Health Information Act Regulation, direct cost fees may be charged in addition to the general fee and any specific fees. For your request, the direct costs are:

· individual’s request for expedited access and retrieval

· individual’s request for delivery by courier 

· individual’s request for mailing to an address outside Canada

· taxes payable on the services provided

d. Response to Request for Access – Granted in Full
Description: This form is completed when a custodian is granting in full a patient’s request for access to his or her personal health information.

Form: 
Personal Health Information Act

RESPONSE TO REQUEST FOR ACCESS TO PERSONAL HEALTH INFORMATION

REQUEST GRANTED IN FULL

[Date]

I am writing in response to your request under the Personal Health Information Act for the following records:

[restate information from individual request]

Your request has been granted in full.

If you have any questions related to this response, you may contact:

Name of contact person

Name of custodian

Address of custodian

Phone:
 902-XXX-XXXX
Fax: 
 902-XXX-XXXX
e. Response to Request for Access – Granted in Part
Description: This form is completed when a custodian is granting only part of a patient’s request for access to his or her personal health information.

Form:
Personal Health Information Act

RESPONSE TO REQUEST FOR ACCESS TO PERSONAL HEALTH INFORMATION

GRANTED IN PART
[Date]

I am writing in response to your request under the Personal Health Information Act (PHIA) for the following records:

[restate information from individual request]

Your request has been granted in part.  Information has been severed pursuant to section 72(1)(#) of PHIA, which states:

[state relevant provision from PHIA]

You have the right to request a review of this decision by the Review Officer appointed pursuant to PHIA.  The review must be filed with the Review Officer in writing within 60 days of the date of this decision letter. The Request for Review form is attached. The Request for Review form should be sent to:

Review Officer

Personal Health Information Act

P.O. Box 181

Halifax, Nova Scotia

B3J 2M4


            

Phone:

902-424-4684 
Toll-free:
1-866-243-1564 
Fax: 

902-424-8303
If you have any questions related to this response, you may contact:

Name of contact person

Name of Custodian

Address of Custodian

Phone:
 
902-XXX-XXXX
Fax: 

902-XXX-XXXX
f. Response to Request for Correction – Granted in Full
Description: This form is completed when the custodian is granting in full a patient’s request for correction of his or her personal health information.

Form:
Personal Health Information Act

RESPONSE TO REQUEST FOR CORRECTION TO PERSONAL HEALTH INFORMATION

REQUEST GRANTED IN FULL

[Date]

I am writing in response to your request under the Personal Health Information Act (PHIA) for the following correction to your personal health information:

[restate information from individual’s request]

Your request has been granted in full. Pursuant to s. 88(a) of PHIA, your personal health information has been corrected as follows:

[State how the correction has been made. Options are:

1. the information has been struck out without obliterating the record;

2. where that is not possible: 

a. the information has been labeled as incorrect;

b. the incorrect information has been severed from the record;

c. the incorrect information has been stored separately from the record; and 
d. a link has been maintained in the record that indicates that a correction has been made and enables a person to trace the incorrect information;

3. Where it is not possible to record the correct information in the record, ensuring that there is a practical system in place to inform a person who accesses the record that the information in the record is incorrect and to direct the person to the correct information].
I trust that this correction is satisfactory. If you have any questions related to this response, you may contact:

Name of contact person

Name of Custodian

Address of Custodian

Phone:

902-XXX-XXXX

Fax:

902-XXX-XXXX

If you are not satisfied with this response, you have the right to request a review of this decision by the Review Officer appointed pursuant to PHIA. The review must be filed with the Review Officer in writing within 60 days of the date of this decision letter. The Request for Review form is attached. The form should be sent to:

Review Officer

Personal Health Information Act

P.O. Box 181

Halifax, Nova Scotia

B3J 2M4


            

Phone:

902-424-4684 
Toll-free
1-866-243-1564 
Fax:

902-424-8303
g. Response to Request for Correction – Granted in Part
Description: This form is completed when the custodian is only granting in part a patient’s request for correction of his or her personal health information.

Form:
Personal Health Information Act 

RESPONSE TO REQUEST FOR CORRECTION TO PERSONAL HEALTH INFORMATION

REQUEST GRANTED IN PART
I am writing in response to your request under the Personal Health Information Act (PHIA) for the following correction to your personal health information:

[restate all information from individual’s request]

REQUEST FOR CORRECTION – GRANTED

Pursuant to s. 88(a) of PHIA, your personal health information has been corrected as follows:

[State how the correction has been made. The options are:

1. the information has been struck out without obliterating the record;

2. where that is not possible: 

a. the information has been labeled as incorrect;

b. the incorrect information has been severed from the record;

c. the incorrect information has been stored separately from the record; and 
d. a link has been maintained in the record that indicates that a correction has been made and enables a person to trace the incorrect information;

3. Where it is not possible to record the correct information in the record, ensuring that there is a practical system in place to inform a person who accesses the record that the information in the record is incorrect and to direct the person to the correct information; 
REQUEST FOR CORRECTION – NOT GRANTED

The reason for not granting the remainder of your request for correction is as follows:

[State the reason for the refusal. The options are:

a) The information was not originally created by me/us, and I/we do not have sufficient knowledge, expertise and authority to correct the record; or

b) The information is a professional opinion or observation that I/we have made in good faith about you.

Pursuant to s. 90 of PHIA, for the portion of your request which was not granted, you are entitled to:

a) prepare a concise statement of disagreement that sets out the correction that I/we have refused to make;

b) require that the I/we attach the statement of disagreement as part of the records I/we hold of your personal health information; 

c) disclose the statement of disagreement whenever the I/we disclose information to which the statement relates;

d) require that the I/we make all reasonable efforts to disclose the statement of disagreement to any person who would have been notified under clause 88(c) of the Personal Health Information Act  [see below] if I/we had granted the requested correction; and

e) make a complaint about the refusal to the Review Officer.


[image: image1]
If you choose to prepare a statement of disagreement, or if you have any questions related to this response, you may contact: 

Name of contact person

Name of custodian

Address of custodian

Phone:
 
902-XXX-XXXX
Fax: 
 
902-XXX-XXXX

If you are not satisfied with this response, you have the right to request a review of this decision by the Review Officer appointed pursuant to PHIA. The review must be filed with the Review Officer in writing within 60 days of the date of this decision letter. The Request for Review form is attached. The form should be sent to:
Review Officer

Personal Health Information Act

P.O. Box 181

Halifax, Nova Scotia

B3J 2M4


            

Phone:

902-424-4684 
Toll-free
1-866-243-1564 
Fax: 

902-424-8303
h. Response to Request for Correction – Not Granted
Description: This form is completed when the custodian is not granting a patient’s request for a correction of his or her personal health information.

Form:
Personal Health Information Act

RESPONSE TO REQUEST FOR CORRECTION TO PERSONAL HEALTH INFORMATION

REQUEST NOT GRANTED

[Date]

I am writing in response to your request under the Personal Health Information Act (PHIA) for the following correction to your personal health information:

[restate all information from individual’s request]

Your request for correction has not been granted for the following reason:

[State the reason for the refusal. The options are:

c) The information was not originally created by me/us, and I/we do not have sufficient knowledge, expertise and authority to correct the record; or

d) The information is a professional opinion or observation that I/we have made in good faith about you.]

Pursuant to s. 90 of PHIA, you are entitled to:

f) prepare a concise statement of disagreement that sets out the correction that I/we have refused to make;

g) require that the I/we attach the statement of disagreement as part of the records I/we hold of your personal health information; 

h) disclose the statement of disagreement whenever the I/we disclose information to which the statement relates;

i) require that the I/we make all reasonable efforts to disclose the statement of disagreement to any person who would have been notified under clause 88(c) of PHIA  [see below] if I/we had granted the requested correction; and

j) make a complaint about the refusal to the Review Officer.
The Personal Health Information Act, section 90 requires that custodians make all reasonable efforts to disclose the statement of disagreement to any person who would have been notified if your request for correction had been granted.

If you choose to prepare a statement of disagreement, or if you have any questions related to this response, you may contact: 

Name of contact person

Name of Custodian

Address of Custodian

Phone:
 902-XXX-XXXX

Fax: 
 902-XXX-XXXX
If you are not satisfied with this response, you have the right to request a review of this decision by the Review Officer appointed pursuant to PHIA.  The review must be filed with the Review Officer in writing within 60 days of the date of this decision letter.  The Request for Review form is attached. The form should be sent to:

Review Officer

Personal Health Information Act

P.O. Box 181

Halifax, Nova Scotia

B3J 2M4


            

Phone:

902-424-4684 
Toll-free:
1-866-243-1564 
Fax:

902-424-8303
i. Fee schedule

The fee schedule in the PHIA regulations can be found at the following URL:

http://www.gov.ns.ca/just/regulations/rxam-z.htm#phia
The following information about fees that may be charged for providing access to an individual’s records containing personal health information is from the PHIA regulations. The custodian is authorized to charge a general fee of up to $30.00, specific fees, and direct costs. The fee amounts listed below do not include HST. The custodian must provide a fee estimate to the individual requesting access. 

The general fee of up to $30.00 includes:

· Receiving and clarifying patient’s request;

· Locating and retrieving the record;

· Providing a fee estimate;

· 15 minute review of record to determine if information should be severed;

· Severing the record, if necessary;

· Up to 30 minutes of preparing record for copying or transmission;

· Preparing response letter;

· Supervising the patient’s examination of the record for no longer than 30 minutes; and

· Cost of mailing record to Canadian address.

Specific fees may include:

	Activity
	Maximum Fee

	Making photocopies of a record
	$.20 per page

	Preparing a record for photocopying, printing or electronic transmission
	$12.00 for every 30 minutes after the initial 30 minutes covered by the general fee

	Faxing a record
	$.20 per page

	Making a compact disk containing a copy of a record stored in electronic format
	$10.00 per request

	Making a microfiche copy of a record stored on microfiche
	$.50 per page

	Making a paper copy of a record from microfilm or microfiche
	$.50 per page

	Making a copy of an audio cassette recording
	$5.00 per cassette

	Making and providing a copy of a ¼”, ½” or 8 mm video cassette recording that is

· 1 hour long or less

· More than 1 hour long
	$20.00

$25.00

	Making and providing a copy of a ¾” video cassette recording that is

· 1 hour long or less

· More than 1 hour long
	$18.00

$23.00

	Producing a record stored on medical film, including x-ray, CT and MRI films
	$5.00 per film

	Printing a photograph from a negative or from a photograph stored in electronic form,

· Per 4” x 6” print

· Per 5” x 7” print

· Per 8” x 10” print

· Per 11” x 14” print

· Per 18” x 20” print
	$10.00

$13.00

$19.00

$26.00

$32.00

	Review of the record by a custodian or an agent of the custodian to determine whether the record contains personal health information to which access may be refused under subsection 72(1) of the Act
	$25.00 for every 15 minutes after the first 15 minutes covered by the general fee

	Supervising an individual’s (patient’s) examination of original records
	$6.00 for every 30 minutes after the first 30 minutes covered by the general fee


Direct costs are costs incurred by the custodian, including applicable taxes for:

· Charges to retrieve a record from and return the record to off-site storage, if an individual requests expedited access to a record for which additional retrieval costs are charged to the custodian;

· Courier costs, if courier delivery is requested by the individual;

· The cost of mailing a record to an address outside Canada; and

· Taxes payable on the services provided.

3. Forms to be Completed by Patients

This section includes forms that a custodian provides to a patient. The patient completes the form. The forms include:

· Request for access to personal health information;

· Request for correction of personal health information;

· Request for a fee waiver; and

· Complaints form.
a. Request for Access to Personal Health Information
Description: This form is completed by the patient to request access to his or her personal health information from the custodian. The patient provides the completed form to the custodian for response.

Form:
Personal Health Information Act

REQUEST FOR ACCESS TO PERSONAL HEALTH INFORMATION

This form will be used to request access to your own personal health records

1. IDENTIFICATION OF INDIVIDUAL (please print clearly)
Last Name





First Name

Middle initial


Previous surname (if applicable)



Date of birth (YY/MM/DD)

Provincial Health Card Number

Mailing address

Daytime telephone number

2. IDENTIFICATION OF RECORDS

Please indicate which records you are seeking to access:

Please indicate what portion of the record(s) you are seeking to access:

· The whole record

· All records from the time period
 __________    to     __________

 (yyyy/mm/dd) 
         (yyyy/mm/dd)

· The following specific records: 
_________________________________________

3. TERMS OF ACCESS

I wish to access the records as follows:

· View only

· Photocopies

If receiving photocopies of the records, I wish to:

· have the records delivered to me by regular mail

· have the records delivered to me by courier

· pick the records up in person

4. SIGNATURE

I consent to the [name of custodian] reviewing my personal health information in order to provide it to me as requested on this form. I understand that there may be a fee for access to my records, including any fee associated with delivery by regular mail or courier. The [name of custodian] must provide an estimate of any fees to me prior to release of my record(s), and fees may be payable by me in advance of any access.

Signature






Date

Please deliver or mail your form to:

Name of contact person

Name of custodian

Address of custodian

Phone:
 902-XXX-XXXX
Fax: 
 902-XXX-XXXX
The personal health information requested in this form is collected pursuant to s. 75 of the Personal Health Information Act for the purposes of processing your request for access to your information. If you have any questions about this form or the process for requesting access, please contact [name of contact person, name of custodian].

b. Request for Correction of Personal Health Information
Description: This form is completed by the patient to request a correction of his or her personal health information by the custodian. The patient provides the completed form to the custodian for response.

Form:
Personal Health Information Act

REQUEST FOR CORRECTION TO PERSONAL HEALTH INFORMATION

[Date]

This form will be used to request correction to your own personal health information

IDENTIFICATION OF INDIVIDUAL (please print clearly)
Last Name





First Name

Middle initial


Previous surname (if applicable)



Date of birth (YYYY/MM/DD)

Provincial Health Card Number

Mailing address

Daytime telephone number

REQUEST FOR CORRECTION 

Please provide a detailed description of the personal health information you are seeking to correct. Please be as specific as possible, including the date of the record, the reason for seeking the correction (e.g. the information is not accurate, complete or up-to-date), and the specific correction(s) you are seeking. If possible, please attach the relevant portion of the specific record.

SIGNATURE

I consent to the [name of custodian] reviewing my request for correction and the personal health information I am seeking to correct.
Signature






Date

Please deliver or mail your form to:

Name of contact person

Name of Custodian

Address of Custodian

Phone:
 902-XXX-XXXX
Fax: 
 902-XXX-XXXX

The right to request a correction to your personal health information is pursuant to ss. 85 - 90 of the Personal Health Information Act. A custodian is not required to correct the information if:

a. it consists of a record that was not originally created by [name of custodian] and [name of custodian] does not have sufficient knowledge, expertise and authority to correct the record; 

b. it consists of a professional opinion or observation that a custodian has made in good faith about an individual;

c. the [name of custodian] believes on reasonable grounds that a request for a correction

i) is frivolous or vexatious; or

ii) is part of a pattern of conduct that amounts to an abuse of the right of correction,

If [name of custodian] does not correct the information for the reason(s) listed above, it shall provide written notice to you.

If you have any questions about this form or the process for requesting a correction,
please contact [name of contact person, name of custodian].
c. Request for a Fee Waiver
Description: The patient completes this form to request that fees associated with a request for access to his or her personal health information be waived by the custodian. The patient provides the completed form to the custodian.

Form:
Personal Health Information Act 

Request for Fee Waiver – Access to Personal Health Information 

[Date]

This form is used to request a reduction or waiver of the fee estimated by [name of custodian] to provide access to personal health information. 

The Personal Health Information Act section 82(3) provides that a custodian has the discretion to determine whether to grant a fee waiver request if, in the custodian’s opinion, the individual cannot afford the payment or for any other reason it is fair to excuse payment.

Please attach a copy of the fee estimate provided by ____________________ or state below the fee amount estimated by _____________________ to fulfill your access request. You may attach other documents to support your request. 

I am requesting a fee reduction/waiver of the following fee(s):

Reasons for request:

Signature 




Date

Please deliver or mail your original form to:

Name of contact person

Name of custodian

Address of custodian

Phone:
 902-XXX-XXXX
Fax: 
 902-XXX-XXXX

d. Complaint Form
Description: The patient completes this form to make a complaint under PHIA to the custodian. The patient provides this form to the custodian for response.

Form:
Personal Health Information Act

Complaint Form
This form is provided to you to allow you to provide all information related to your complaint. 

You may also send a letter outlining your complaint to the Personal Health Information Act contact person for our organization (see below for contact information).

1. PATIENT/CLIENT/RESIDENT NAME AND CONTACT INFORMATION (please print clearly)
Last Name





First Name

Middle initial


Mailing address

Daytime telephone number

E-mail address (only required if you wish to be contacted by e-mail)

How do you wish to be contacted? Please check one  ( Phone  ( Regular mail   ( E-mail

If you are making the complaint on behalf of someone else, please provide your name and contact information:

Last Name





First Name

Middle initial


Relationship to patient/client/resident







Mailing address

Daytime telephone number

E-mail address (only required if you wish to be contacted by e-mail)

How do you wish to be contacted? Please check one  ( Phone  ( Regular mail   ( E-mail

You must attach a copy of the document authorizing you to make the complaint. 

Example: written consent of the individual, guardianship documents. 

2. DETAILS OF THE COMPLAINT
Please provide as much information as you can about the complaint you are making. Please include details of the incident(s) leading to your complaint, the name of any individuals who are involved in the incident(s), the date when the incident(s) occurred, and any information about your efforts to attempt to resolve this complaint outside of this complaint process (e.g. informal discussions with someone involved in the incident).

Please attach any documents relevant to the complaint

3. RESOLVING THE COMPLAINT

What do you think should happen to resolve your complaint?

4. CONSENT AND SIGNATURE

In order to fully investigate your complaint, we will need to review your personal health information relevant to your complaint. Please check and initial your response.

___ ( I consent to the [name of custodian] reviewing my personal health information in order to fully investigate my complaint 

___ ( I do not consent to the [name of custodian] reviewing my personal health information in order to fully investigate my complaint 

We may also need to discuss the facts presented on this form and any other information related to the complaint with individuals in our organization. We would only disclose information relevant to the complaint.

___ ( I consent to the [name of custodian] discussing the facts presented on this form and any other information related to the complaint with individuals in [name of custodian]. I understand that [name of custodian] will only disclose information relevant to my complaint.

___ ( I do not consent to the [name of custodian] discussing the facts presented on this form and any other information related to the complaint with individuals in [name of custodian]. 

Please note that we may not be able to fully investigate your complaint if we do not have access to all the relevant information related to your complaint.

Signature 






Date

Please deliver or mail your original form to:

Name of contact person

Name of custodian

Address of custodian

Phone:
 
902-XXX-XXXX
Fax: 

902-XXX-XXXX
If you have any questions about this form or the process for making a complaint,

please contact the [name of contact person, name of custodian]
Section 88(c) of PHIA states that when a request for correction is granted, I/we shall, at your request, “give written notice of the requested correction, to the extent reasonably possible, to the persons to whom the custodian has disclosed the information unless the correction cannot reasonably be expected to have an effect on the ongoing provision of health care or other benefits to the individual.”











� “Disposition” include secure destruction, disposal and de-identification 





For general information on PHIA, visit the NS Department of Health and Wellness website: www.novascotia.ca/DHW/PHIA
or reach the DHW PHIA contact at 1-902-424-5419, toll-free at 1-855-640-4765 or by email at phia@gov.ns.ca
Page 2 of 62

